**CIS 5600: Information Security Management**

Lab 3: Social Networking and Vulnerability Assessment

<Your Name or Team Name>

**Document:**

Part 1:

1. Summary

**<1 paged response goes here…>**

1. Running the scan was fairly easy. Where could you go to get more information about understanding the results from the scan?

**<0.5 paged response goes here…>**

1. Who creates the plug-ins for Nessus and how do they decide which vulnerabilities to include?

**<0.5 paged response goes here…>**

1. How many vulnerabilities are reported each day?

**<0.5 paged response goes here…>**

1. What is Korgo Worm (backdoor) malware? (Hint: you can find information about this and other backdoor programs by researching Nessus Client -> Policies -> Plugins ->Backdoors list.)

**<0.5 paged response goes here…>**

Part 2:

* Go to the following U.S. Department of Defense (DoD) Information Systems Agency web link:
  + [**http://iase.disa.mil/eta/Pages/index.aspx**](http://iase.disa.mil/eta/Pages/index.aspx)
* Click on the ***Social Networking Version 1.0*** training module and complete the training.
* At the end of the training module, you will be asked to enter your name for a certificate of completion. Please enter your name and either print and scan your certificate, or take a screen shot of the certificate.
* Paste or embed the scanned certificate onto a MS Word document and submit as part of the assignment package. Each team member should have a certificate of completion.

**<Attach/paste images of certificates (for each member) here…>**
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